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CIVIL LIBERTY OR NATIONAL SECURITY: THE BATTLE OVER IPHONE ENCRYPTION

Karen G. Lowell

INTRODUCTION

On June 5, 2013, Edward Snowden released what would be the first of many documents exposing the vast breadth of electronic surveillance the Federal Bureau of Investigation (FBI) and the National Security Agency (NSA) had been conducting on millions of United States citizens. Although the federal agencies had legal authority under the Foreign Intelligence Surveillance Act (FISA) to collect metadata from companies such as Verizon, many Americans considered this data collection to be a massive invasion of privacy.

Equipped with the knowledge of sweeping domestic surveillance programs, citizens and technology firms fighting for strong privacy and security protection, have started to take matters into their own hands. Most notably, Apple responded in 2014 by announcing that its operating system, iOS 8, now prevents anyone—including both
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4. Dan Roberts & Spencer Ackerman, Anger Swells After NSA Phone Records Court Order Revelation, GUARDIAN (June 6, 2013, 9:05 PM), http://www.theguardian.com/world/2013/jun/06/obama-administration-nsa-verizon-records.

Apple and law enforcement—from bypassing the device owner’s consent in order to access any data on the smartphone or tablet.6 Google, Facebook, Yahoo, and Microsoft followed suit soon after.7

Standing in contrast to privacy supporters are national security advocates.8 For months now, the FBI and NSA have expressed great concern for public safety as their ability to collect both real-time data and stored data from terrorists and criminals has been “crippled” by encryption.9 The FBI’s fears came to fruition through the deadly attacks in both Paris and San Bernardino, California where the attackers allegedly used encryption to avoid detection.10 Encryption is not only a national security issue, however, as it also affects local law enforcement’s ability to solve criminal cases.11 For example, the


Manhattan District Attorney’s Office has reported that “roughly 111” cases—involving homicide, attempted murder, child sexual abuse, sex trafficking, and assault and robbery—went unsolved last year due to cell phone encryption.\footnote{12}

In the past, the FBI was able to serve a court order to telecommunication providers, and the providers were then required to intercept and provide communications to law enforcement.\footnote{13} Currently, however, either law enforcement no longer serves such court orders on technology firms, such as Apple, or the firms simply reject and return the court orders because they do not have the means to access the requested data due to encryption.\footnote{14} The FBI refers to this increasing disparity between legal authority and technological capabilities as “going dark.”\footnote{15} This dark realm of electronic communications is a forum “where pedophiles can’t be seen, kidnappers can’t be seen, [and] drug dealers can’t be seen.”\footnote{16} To be clear, the FBI claims it is not opposed to privacy protection; rather, the FBI supports such measures so long as a “legal framework” or another solution exists that will enable law enforcement to access encrypted communications when probable cause of criminal activity arises.\footnote{17}

With law enforcement and privacy advocates settling on opposite ends of the debate, cooperation and compromise seems unlikely.\footnote{18} Therefore, Congress will likely have to weigh in on the issue to find an amicable solution that balances the needs of law enforcement against the privacy protections demanded by citizens.\footnote{19}

\begin{footnotes}
\footnote{12. Id.}
\footnote{13. Going Dark, supra note 9, at 6–7.}
\footnote{15. Going Dark, supra note 9, at 10.}
\footnote{18. See Apuzzo, Sanger & Schmidt, supra note 14.}
\footnote{19. Id. (“Microsoft argues that Congress will ultimately have to weigh in on the issue, since it is as much a political matter as a legal one: ‘Only Congress has the institutional competence and constitutional authority to balance law enforcement needs against our nation’s sovereignty, the privacy
This Note analyzes why certain communications on smartphones should not be automatically encrypted if the provider does not have the means to decrypt the communication. Although Congress explicitly blocked past legislation from preventing unregulated encryption, current technology trends unreasonably favor civil liberties, undermining law enforcement’s ability to maintain a safe society. Part I of this Note provides a basic understanding of encryption while also outlining relevant wiretap statutes. Part II provides both the legal background and an analysis using the framework outlined in Katz as it applies to communications transmitted through encrypted smartphones. Part II also outlines the protections afforded to individuals by the Fourth Amendment as well as relevant legislation for electronic surveillance and encryption. Part III of this Note recommends a legal framework for technology firms that employ encryption software on smartphones.

I. BACKGROUND

A. Encryption

As a result of the Edward Snowden leaks, headlines spouted titles such as “Apple and Google Have Won Praise From Privacy Proponents for Efforts to Encrypt Their Latest Smartphones.” Although encryption offers privacy benefits, it also cripples law enforcement and, in turn, jeopardizes public safety.

See infra Part I.
See infra Part II.
See infra Part III.
See infra Part III.
Brown & Perez, supra note 7.
James Comey, Encryption, Public Safety, and “Going Dark,” LAWFARE (Jul. 6, 2015, 10:38 AM).
1. History

Despite the recent tension between Silicon Valley and the FBI and NSA, encryption is not new technology. Cryptology first took the main stage in the twentieth century during World War II when Germany developed the Enigma machine to secretly communicate with U-boats in the Atlantic Ocean.\(^\text{26}\) Once the Internet launched, encryption became a hotly debated policy issue in the 1990s.\(^\text{27}\) As a result, the federal government proposed a solution called the “Clipper Chip,” which would protect private communications through encryption while enabling the government to decrypt the communications through a permitted “key.”\(^\text{28}\) Due to extreme controversy, however, the program was abandoned by 1996.\(^\text{29}\) Soon after, the “crypto wars” died down.\(^\text{30}\) Recently, the threat of security breaches and warrantless searches has rekindled the debate.

2. How Encryption Works

Put simply, encryption is the process of rendering information indecipherable except to the people holding an authorized electronic key.\(^\text{31}\) A “key” consists of ones or zeros, which computers then use in
a complex algorithm to scramble the text. Once the algorithm scrambles the information, the message can only be decrypted by either a recipient who holds the authorized key or through a “brute force” attack. Thus, the longer the key, the longer a computer will have to work to try and break the code using brute force.

a. Private or Symmetric Key

Private Key encryption requires both the sender and the recipient of a message to use the same single key to encrypt and decrypt the information. Therefore, a message is only secure if the key is kept private. Once the key has been compromised, anyone can later use the key to access or send encrypted information. The significant barrier with maintaining a secure key is resolving how to safely share
your key with the intended recipient. Philip Zimmermann, a famous cryptography programmer, said it best, “If you have a secure channel for exchanging keys, then why do you need cryptography in the first place?”

*b. Public or Asymmetrical Key*

Public key encryption was developed after realizing the practical shortcomings of private keys. Rather than using the same key to both encrypt and decrypt a message, a public key uses three separate authorized keys: a known public key; a private key to encrypt; and another distinct private key to decrypt. Each individual involved has both a public key and a private key. To send a message to an individual, the sender would use his private key in combination with the recipient’s publically available key to encrypt the message. The recipient would then use his private key to decrypt the text. By using a public key system, individuals bypass the problematic step of having to find a way to securely disclose the private key before being able to communicate privately.

---

38. *Id.* at 227.
40. Lauzon, *supra* note 35, at 1317–18 (finding that public key encryption was developed because private keys proved difficult to distribute securely, especially to large groups).
41. *Id.* at 1318.
42. Swire & Ahmad, *supra* note 9, at 427.
43. *Id.*
44. *Id.* Swire and Ahmad provide the following example:
The recipient Bob has a public key that everyone can access. Bob also has a secret, private key that allows him to decrypt these messages. Though Bob publishes his public key he does not tell anyone his private key, not even Alice. When Alice wants to send Bob a message, she wraps the message in his publically available key, and then sends it in encrypted form to her ISP where it travels through the network to Bob’s ISP and eventually reaches Bob. Upon receipt, Bob uses his private key to unwrap the message and read its plaintext contents. Figure 5 illustrates the structure of a public key encryption system. If Bob wants to reply back to Alice, he wraps his message in her public key and then she unwraps it using her private key.
45. *Id.*
B. Domestic Law Enforcement and Related Congressional Action

Surveillance is a useful tactic for those who employ it to provide insight and security for the population.\(^{46}\) Although surveillance is often used for the good of the nation to effectively prosecute criminals and to ensure public safety, electronic surveillance also has a history of governmental abuse.\(^{47}\) Thus, Congress has enacted several statutes that bolster Fourth Amendment protections from unwarranted invasions of privacy.\(^{48}\)

1. Early Electronic Surveillance History

Communications surveillance, specifically telephone wiretapping, developed shortly after Alexander Graham Bell invented the telephone in 1876.\(^{49}\) The FBI and private detectives alike tapped into wires for decades, despite many state legislatures outright banning the practice due to its intrusive nature.\(^{50}\) The constitutionality of wiretapping was not addressed, however, until 1928 in *Olmstead v. United States* where a Seattle bootlegger was convicted based on evidence obtained through a wiretap.\(^{51}\) Olmstead moved to suppress the evidence, claiming the wiretap invaded his Fourth Amendment protections, but the Court held the wiretap did not amount to a “search” because no physical trespass onto Olmstead’s property occurred.\(^{52}\) The American public was outraged by the Court’s disregard of Fourth Amendment protections in *Olmstead*.\(^{53}\)

\(^{47}\) See id. at 1266–67.
\(^{48}\) See id. at 1266.
\(^{49}\) Tom Harris, *How Wiretapping Works*, HOWSTUFFWORKS: CULTURE, http://people.howstuffworks.com/wiretapping3.htm (last visited Dec. 14, 2016) (recounting the history of telephone wiretapping). “In the 1860s, before the modern telephone was even invented, many state courts in the United States enacted statutes that prohibited anybody from listening in on telegraph communication. By the 1890s, the modern telephone was in widespread use—and so was wiretapping.” Id.
\(^{52}\) See id.
In response to the public’s outcry against the Supreme Court permitting unrestricted wiretapping, Congress passed the Federal Communications Act of 1934, which made wiretapping illegal and deemed all wiretap evidence inadmissible in court. However, J. Edgar Hoover, former FBI director, was not deterred by the law’s passage. Although the FBI maintained a public façade of prohibiting the use of wiretaps, it continued to use wiretaps in secret, even lying to Congress. Hoover went onto expand illegal wiretap use even more by appealing to public fears claiming that wiretaps were necessary to investigate spies, Nazis, and communists. Despite the illegality of the FBI’s activity, it never incurred sanctions, even after courts eventually learned of the FBI’s illicit wiretapping. In 1967, wiretapping returned to the Supreme Court’s attention in \textit{Katz v. United States}. \textit{Katz} replaced \textit{Olmstead} by ruling that a person has a reasonable expectation of privacy in their person, and not just in the context of property rights.

55. See Price, supra note 53.
56. Id.
57. Id. The history of government wiretapping is shrouded in secrecy. As Price recounted: President Roosevelt issued a secret executive order authorizing widespread Justice Department wire-taps of “subversives” and suspected spies. Hoover used these vague new powers to investigate not just Nazis but anyone he thought subversive. . . . The social history of wiretaps is a history of mission creep, where FBI agents initially hunting for wartime Nazi spies soon monitored progressive activists fighting racial segregation.
58. Id. The FBI would also use illegal wiretaps during the McCarthy era to target suspected communists, civil rights activists, and other progressive groups. Id.
59. Alex Markels, \textit{Timeline: Wiretaps’ Use and Abuse}, NPR (Dec. 20, 2005, 12:00 AM), http://www.npr.org/templates/story/story.php?storyId=5061834; see also Katz v. United States, 389 U.S. 347, 358 (1967) (holding an electronic wiretap of a phone booth unconstitutional, reasoning “Wherever a man may be, he is entitled to know that he will remain free from unreasonable searches and seizures,” and “No less than an individual in a business office, in a friend’s apartment, or in a taxicab, a person in a telephone booth may rely upon the protection of the Fourth Amendment.”).
60. Kaplan, Matteo & Sillett, supra note 50, at 3–4.

The year following *Katz*, Congress responded to growing gang violence in America by passing the Omnibus Crime Control and Safe Streets Act of 1968, also commonly known as “The Wiretap Act.” Title III of this Act permits the interception of wire, oral, or electronic communications through wiretapping. The Act authorizes wiretapping for twenty-six enumerated crimes only if the proper steps are followed including obtaining a valid court order founded upon probable cause. The USA Patriot Act later enhanced Title III to permit investigations into terrorism and national security threats.

3. Foreign Intelligence Surveillance Act of 1978

After Watergate and Nixon’s resignation in 1974, Senator Frank Church established a committee to investigate a report revealing large-scale, warrantless searches conducted by the FBI and CIA. The committee discovered that the executive branch had overreached its authority by pervasively invading the civil liberties of citizens. Thus, the pendulum continued to swing in favor of public policy advocating for civil liberties.

The federal government does not need a warrant to collect communications if foreign adversaries or terrorists communicate

---


64. ADAMS & BLINKA, supra note 62, at 19.


66. Id.
outside of the United States. Once a communication from a terrorist or foreign adversary penetrates the United States, however, intelligence officials are required to show probable cause before collecting targeted communications. The Foreign Intelligence Surveillance Act (“FISA”) was therefore established as the “exclusive means” to patrol physical searches and foreign intelligence surveillance occurring in the United States. In order to conduct a physical search or electronic surveillance, the FBI must establish probable cause that the target is a “foreign power” or “an agent of a foreign power” and that the purpose of the surveillance is to collect foreign intelligence. The warrants are then secretly reviewed and either approved or rejected by the Foreign Intelligence Surveillance Court, which was created by FISA. In 2005, The New York Times revealed that President Bush authorized warrantless surveillance of communications connected to Al-Qaeda, which became known as the “Terrorist Surveillance Program.” Although

68. Id.
69. Id. at 70.
70. The USA Patriot Act changed the primary “purpose” requirement of a FISA warrant to a “significant purpose.” Foreign Intelligence Surveillance Act of 1978, Pub. L. No. 95-511, § 102(b), 92 Stat. 1783 (amended by Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism Act of 2001 (USA PATRIOT Act) and codified as amended at 50 U.S.C. § 1804(a)(6)(B); see also infra p. 25–26 and note 93. Rosenbach and Peritz explained:
Under FISA, U.S. citizens, legal residents and U.S. corporations (known as “U.S. persons”) are protected against illegal search and seizure by the Fourth Amendment; hence, FISA includes a number of provisions to protect civil liberties. Furthermore, FISA also explicitly states that, “no United States person may be considered a foreign power or an agent of a foreign power solely upon the basis of activities protected by the First Amendment of the Constitution of the United States.” While surveillance of U.S. persons is permitted under FISA, the IC must “minimize” the collection of information not directly applicable to the intended target.
ROSENBACH & PERITZ, supra note 67, at 69.
71. Head, supra note 65; Bill Moyer, The Church Committee and FISA, PBS (Oct. 26, 2007), http://genius.com/Public-broadcasting-service-the-church-committee-and-fisa-annotated (the FISA court consists of seven judges who are appointed by the Chief Justice and serve on the court for seven years); Jason Sattler, FISA Court Has Only Rejected 10 of 20,909 Spying Requests: One Congressman Has a Solution, NAT’L MEMO (Sept. 20, 2015, 10:24 AM), http://www.nationalmemo.com/fisa-court-has-only-rejected-10-of-20909-spying-requests-one-congressman-has-a-solution/ (“Between 2001 and 2012, the court heard 20,909 surveillance and property search warrants and rejected just 10.”).
72. ROSENBACH & PERITZ, supra note 67, at 69; Ben Johnson, Impeaching “Big Brother”?,

Published by Reading Room,
there is still a debate as to whether the President had the legal authority to authorize surveillance, then Attorney General Alberto Gonzales clarified that President Bush was discontinuing the program in 2007.\footnote{Rosenbach & Peritz, supra note 67, at 70.}

4. Electronic Communications Privacy Act of 1986

In 1986, Congress passed the Electronic Communications Privacy Act ("ECPA"), because emerging technologies threatened the right to privacy.\footnote{Electronica Communications Privacy Act of 1986, 18 U.S.C. § 2510-22 (1986); Solove, supra note 46, at 1277 ("House Report 647 noted that 'legal protection against the unreasonable use of newer surveillance techniques has not kept pace with technology.' Additionally, Senate Report 541 mentioned that threats to privacy in these new communications media 'may unnecessarily discourage potential customers from using innovative communications systems.'").} The ECPA codified the government’s legal authority to access domestically stored electronic communications, and has since expanded to include wire communications due to the USA Patriot Act amendment.\footnote{18 U.S.C. § 1825(2)(a)(ii) (2000).} Typically, when an individual sends an electronic communication, the message is temporarily stored within a local network server or an Internet service provider server before being opened by the intended recipient.\footnote{Adams & Binkla, supra note 62, at 43–44.} Thus, ECPA is the appropriate vehicle to retrieve wire and electronic communications that are stored, rather than Title III, because the concept of “interception” is not applicable while the message is temporarily in storage and not in current transmission.\footnote{Id. at 45; Steve Jackson Games, Inc. v. U.S. Secret Serv., 36 F.3d 457, 461 (5th Cir. 1994) ("The E-mail in issue was in 'electronic storage.' Congress’ use of the word ‘transfer’ in the definition of ‘electronic communication,’ and its omission in that definition of the phrase ‘any electronic storage of such communication’ (part of the definition of ‘wire communication’) reflects that Congress did not intend for ‘intercept’ to apply to ‘electronic communications’ when those communications are in ‘electronic storage.’"). Compare 18 U.S.C. § 2510(1) (2012) ("[W]ire communication’ means any aural transfer made in whole or in part through the use of facilities for the transmission of communications by the aid of wire, cable, or other like connection between the point of origin and the point of reception . . . ."); with 18 U.S.C. § 2510(12) ("[E]lectronic communication’ means any transfer of signs, signals, writing, images, sounds, data, or intelligence of any nature transmitted in whole or in part through the use of facilities for the transmission of communications by the aid of wire, cable, or other like connection between the point of origin and the point of reception . . . .")} Once the government realizes a stored
communication exists and it would like to access the information, the government must obtain a Fourth Amendment warrant.78

5. Communications Assistance for Law Enforcement Act

When telephone carriers switched from analog to digital networks in the 1980s, law enforcement complained of chaos and difficulty accessing various types of network structures due to technological advances.79 After the FBI proved this difficulty created a significant problem,80 Congress responded by passing the Communications Assistance for Law Enforcement Act (“CALEA”) in 1994, which required all U.S. telecommunication carriers to redesign their network structures so that law enforcement officers could access both content and call-identifying information in a timely manner.81 In addition, CALEA provides further legal protection against the unauthorized interception of communications for new technologies not covered under Title III of the Omnibus Crime Control and Safe Streets Act of 1968.82

Almost ten years later, Congress addressed an apparent shortcoming of CALEA, which previously required only limited types of communication providers to comply with the statute.83 In 2005, Congress expanded the term “telecommunications carriers” under the Act to include broadband-service providers and interconnected VoIP providers, such as Skype, after law enforcement

by a wire, radio, electromagnetic, photoelectronic or photooptical system . . . but does not include . . . any wire or oral communication . . . .”).

78. ADAMS & BLINKA, supra note 62, at 45.
80. 140 Cong. Rec. 27,709 (1994) (statement of Rep. Don Edwards, Chairman of the H. Subcomm. on Civil Liberties and Civil Rights). The FBI submitted 183 cases from around the country where they were having problems carrying out wiretaps due to new technologies. Id.
83. Edwards, supra note 79.
made additional requests due to the growth of computer-based communications.\textsuperscript{84} Significantly, the FBI again compromised by agreeing to exempt instant messaging and email, which were not a vulnerability of great concern in 2004, from CALEA’s expanded scope of coverage to get the law passed.\textsuperscript{85}

6. The USA Patriot Act

After 9/11, the Bush administration realized the public leaned in favor of equipping law enforcement with the necessary authority to fight terrorism rather than constricting law enforcement to protect civil liberties.\textsuperscript{86} Immediately following 9/11, the National Commission on Terrorism reiterated this sentiment by stating that “[p]riority one is to prevent terrorist attacks.”\textsuperscript{87} As a result, the USA Patriot Act was passed in 2001, which seeks to use the full breadth of law enforcement authority to gather intelligence on terrorist plans and methods.\textsuperscript{88} It is therefore known as “one of the key legislative tools in our fight against terrorism” because it updated surveillance laws to accommodate technological advancements.\textsuperscript{89} As the Patriot Act relates to electronic surveillance, it revamped Title III by adding predicate offenses including terrorism-related offenses, chemical weapon crimes, and computer-based crimes.\textsuperscript{90}

\textsuperscript{84} Id.
\textsuperscript{85} Id.; Communications Assistance for Law Enforcement Act: Frequently Asked Questions, ELECTRONIC FRONTIER FOUND., https://w2.eff.org/Privacy/Surveillance/CALEA/?f=faq.html (last visited Dec. 15, 2016); Martin, supra note 81, at 169–70.
\textsuperscript{89} Martin, supra note 81, at 157.
\textsuperscript{90} ADAMS & BLINKA, supra note 62, at 19.
For all the alleged good that the Patriot Act accomplished, such as improving communication between the intelligence and law enforcement communities, those in favor of protecting civil liberties vehemently oppose it. In 2002, Gerald Waldron, a former litigator for groups opposed to CALEA, said, “I see the Patriot Act as in some ways an extension of CALEA. Law enforcement is trying to get things they couldn’t get under CALEA,” such as roving wiretaps. The Patriot Act also amended ECPA by expanding the types of non-content information the government could access from just telecommunications data to records of all electronic communication providers and remote computer services. Finally, the Patriot Act broadened FISA’s scope to include investigations when foreign intelligence gathering is “a significant purpose,” rather than the primary purpose as was previously required.

II. ANALYSIS

A. Fourth Amendment Constitutional Law

Merriam-Webster’s dictionary defines “privacy” as “the quality or state of being apart from company or observation” and the “freedom from unauthorized intrusion.” The word “privacy,” however, never actually appears in the U.S. Constitution. Despite this implied assertion, the makers of our Constitution:


93. ADAMS & BLINKA, supra note 62, at 46. As a result of changing FISA’s language from “purpose” to “a significant purpose,” the USA Patriot Act “eliminated any justification for the FISC to balance the relative weight the government places on criminal prosecution as compared to other counterintelligence responses.” Solove, supra note 46, at 1291 (quoting In re Sealed Case, 310 F.3d 717, 735 (FISA Ct. Rev. 2002)). “Only if the ‘government’s sole objective [is] merely to gain evidence of past criminal conduct . . . the application should be denied.” Id.


formerly conferred, as against the government, the right to be let alone—the most comprehensive of rights and the right most valued by civilized men. To protect that right, every unjustifiable intrusion by the government upon the privacy of the individual, whatever the means employed, must be deemed a violation of the Fourth Amendment.97

More specifically, the Fourth Amendment guarantees “the right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures.”98

The Supreme Court first discussed Fourth Amendment privacy protections in *Olmstead v. United States* in 1928. As decided in *Olmstead*, if the government intrudes into an individual’s spatial privacy, it is required to obtain a warrant based on probable cause.99 Almost forty years later in *Katz v. United States*, the Supreme Court expanded privacy protections to encompass people, and not just places.100 Notably, Justice Harlan provided a two-part test in the concurrence of *Katz* that has now been adopted as the contemporary framework for analyzing Fourth Amendment protections: first, the person seeking Fourth Amendment protection must “exhibit an actual (subjective) expectation of privacy;” and second, the subjective expectation of privacy needs to be “one that society is prepared to recognize as ‘reasonable.’”101 If there is no reasonable expectation of privacy, then there is no Fourth Amendment protection, and thus, the

---

97. Id. (quoting *Olmstead v. United States*, 277 U.S. 438, 478 (1928) (Brandeis, J., dissenting)).
98. U.S. CONSTITUTION amend. IV (“The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.”).
100. Id. at 10.
101. *Katz v. United States*, 389 U.S. 347, 361 (1967) (Harlan, J., concurring) (“Thus a man’s home is, for most purposes, a place where he expects privacy, but objects, activities, or statements that he exposes to the ‘plain view’ of outsiders are not ‘protected’ because no intention to keep them to himself has been exhibited. On the other hand, conversations in the open would not be protected against being overheard, for the expectation of privacy under the circumstances would be unreasonable.”); Brian J. Serr, *Great Expectations of Privacy: A New Model for Fourth Amendment Protections*, 73 MINN. L. REV. 583, 593 (1989).
“search” does not require a warrant based on probable cause. In an era where technology is constantly expanding, deciding whether an expectation of privacy is reasonable has created a great deal of debate and ambiguity.

1. Subjective Expectations of Privacy

To satisfy the first part of the *Katz* test, an individual must demonstrate that he personally had “an actual (subjective) expectation of privacy.” For example, in *United States v. Chadwick*, several men placed drugs in a solid footlocker, which was sealed with both a regular trunk lock and padlock. After arresting the owners of the footlocker, the government opened the footlocker without receiving consent from the owners and without obtaining a search warrant. The Court concluded “by placing personal effects inside a double-locked footlocker, respondents manifested an expectation that the contents would remain free from public examination.” Therefore, agents were required to obtain a search warrant before they could constitutionally open the footlocker.

Additionally, in *Bond v. United States*, a bus passenger exhibited an intent to preserve the privacy of his carry-on luggage when he used an opaque canvas bag and placed the bag directly above him. Although the bag could be subjected to casual touching and handling, the petitioner did not expect the bag to be physically manipulated by police in an exploratory manner. Consequently, the court held the border patrol agent violated the passenger’s Fourth Amendment rights when the officer squeezed the passenger’s bag.

---

103. *See Mitchell Waldman, Annotation, Expectation of Privacy in Internet Communications*, 92 A.L.R. 5th 15, § 2(a); 68 AM. JUR. 2D Searches and Seizures § 5 (2015).
106. *id.* at 4.
107. *id.* at 11.
108. *id.*
111. *id.* at 335, 339.
Encryption is analogous to the locker in *Chadwick* or closing the telephone booth door in *Katz*. Just as the locker kept its contents sealed except to those with the key, encryption similarly keeps a communication private by unrecognizably scrambling the content, which can only be descrambled by an authorized key. It would therefore be illogical to deny an expectation of privacy to a person who uses encryption on his computer before sending a document, when sending a sealed letter in an envelope or keeping an item in a lockbox suffices to establish an expectation of privacy. In addition, the mere fact that an encrypted document is nearly impossible to decipher without the proper key further demonstrates that the individual who encrypted the document expects that the document will remain private, except to those with a corresponding key. Therefore, in situations where the court determines an individual maintains a subjective expectation of privacy, such as when an individual chooses to use encryption, the Fourth Amendment requires law enforcement to secure a warrant, and not just probable cause, before a search can be completed.

### 2. Expectations of Privacy that Society Recognizes as Reasonable

Despite an individual’s subjective expectation of privacy, the Supreme Court must also determine whether society is ready to find a certain privacy expectation “reasonable.” For example, one may have a legitimate expectation in keeping the contents of his luggage private, but that subjective expectation is limited by society if a

---


114. *Id.* (analogizing the reasonable expectation of privacy achieved through encryption to someone locking an item in a “briefcase, home, or trunk”).

115. *Id.* at 365. *But see* Orin S. Kerr, *The Fourth Amendment in Cyberspace: Can Encryption Create a “Reasonable Expectation of Privacy?*, 33 CONN. L. REV. 503, 523 (2001) (explaining the reasonableness of an expectation of privacy when using encryption depends on the strength of encryption, which begs the question: “How strong an encryption is strong enough for a person to have a reasonable expectation that it will remain private?”).


customs officer decides to inspect the luggage at an international border.\footnote{118} This particular example demonstrates a scenario where society has refused to recognize a reasonable expectation of privacy, supported by the fact that permissible inspection of containers by border inspectors has been codified.\footnote{119} Although “the Fourth Amendment grants protection to the owner of every container that conceals its contents from plain view[,] . . . the protection afforded by the Fourth Amendment varies in different settings.”\footnote{120}

Another example where Courts have distinguished expectations of privacy is their differing treatment of postcards and sealed letters.\footnote{121} Although both instruments are used to deliver communications, postcards present numerous opportunities for their messages to be read by others before arriving to their intended recipients, thereby disqualifying postcards from any reasonable expectation of privacy.\footnote{122} On the contrary, courts have afforded sealed letters a reasonable expectation of privacy ensuring that the police will not intercept the letter’s message.\footnote{123} Once the letter is delivered, however, the sender’s expectation of privacy terminates.\footnote{124}

In regard to technology and surveillance, the Court often considers whether an expectation of privacy is reasonable by balancing citizens’ right to feel secure with law enforcement’s need to investigate a situation effectively and efficiently.\footnote{125} Proponents of

\footnotesize
\begin{itemize}
\item 120. \textit{Ross}, 456 U.S. at 822–23 (holding that although an individual may expect privacy in his luggage, his expectation of privacy is irrelevant when the luggage is checked by a customs officer as the traveler crosses into another country). The court reasoned through analogy: 
    \begin{quote}
    For just as the most frail cottage in the kingdom is absolutely entitled to the same guarantees of privacy as the most majestic mansion, so also may a traveler who carries a toothbrush and a few articles of clothing in a paper bag or knotted scarf claim an equal right to conceal his possessions from official inspection as the sophisticated executive with the locked attaché case.
    \end{quote}
    \textit{Id.} at 822.
\item 123. Sundstrom, supra note 121, at 2084.
\item 124. United States v. Jones, 149 F. App’x 954, 959 (11th Cir. 2005) (citing United States v. King, 55 F.3d 1193, 1195–96 (6th Cir. 1995)).
\item 125. Daniel T. Pesciotta, Note, \textit{I’m Not Dead Yet: Katz, Jones, and the Fourth Amendment in the 21st Century},
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civil liberties would ideally like all citizens to be “free from secret
government surveillance at all times.”126 This ideology is unfeasible,
however, in a world that also must maintain “adequate levels of
effective law enforcement and national security.”127

Although the Court has used the *Katz* framework for several
electronic surveillance cases,128 it has not applied *Katz* to the Internet,
or more specifically, encryption.129 Nonetheless, other courts have
issued opinions regarding the expectations of privacy afforded to text
messages and emails.130 For example, a few courts, most notably the
Ninth Circuit, ruled that individuals do in fact hold an expectation of
privacy in their phones and text messages.131 Similarly, some courts
have analogized sealed letters to emails, noting that both are sent and
lie private until opened.132 Both letters and emails maintain an
expectation of privacy until the messages are accessed.133 Based on
the inconclusive and sparse court rulings, the Ninth Circuit
acknowledged “the recently minted standard of electronic
communication via e-mails, text messages, and other means opens a
new frontier in Fourth Amendment jurisprudence that has been little
explored.”134 It is evident that as technology develops and changes,
so too must reasonable expectations of privacy in order to adequately
balance competing interests.135 Even without a Court ruling on
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chloroform since it only allowed law enforcement to monitor the location of the container).
129. See *Pesciotta, supra* note 125, at 215.
130. *Individual Lacks Expectation of Privacy in Text Messages or Numbers Dialed, No Standing to
Object to Subpoena*, BLOOMBERG (Sept. 19, 2011), http://www.bna.com/individual-lacks-expectation-
of-privacy-in-text-messages.
131. See, e.g., Riley v. California, 134 S. Ct. 2473, 2485 (2014); Quon v. Arch Wireless Operating
133. *Id.*
134. *Quon*, 529 F.3d at 904.
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encryption, some scholars suggest that society, in some instances, would be ready to recognize such an expectation of privacy.136

B. The Path to CALEA

To enact CALEA, lawmakers and relevant parties were diligent and cooperative in finding a way to balance the interests of law enforcement with those of the telecommunications industry and the civil liberties of Americans.137 The goal, after all, was not to reverse telecommunications growth, but to ensure the industry’s cooperation with law enforcement as the industry developed new technology.138 Therefore, one of law enforcement’s biggest compromises in CALEA was to explicitly permit subscribers to use encryption while also not requiring communication carriers to decrypt communications.139 Communication carriers are only required to decrypt communications if they have the means to do so.140 In fact, no section of CALEA prohibits a carrier or technology company, such as Apple, from “deploying an encryption service for which it does not retain the ability to decrypt communications for law enforcement access.”141

With law enforcement “increasingly handcuffed in preventing and solving crimes due to the encryption that protects the perpetrators,”142

136. David A. Couillard, Note, Defogging the Cloud: Applying Fourth Amendment Principles to Evolving Privacy Expectations in Cloud Computing, 93 MINN. L. REV. 2205, 2223, 2232 (2009) (“Cloud computing has added an ‘anywhere-access’ function to Internet usage which provides a reasonable justification for storing private materials in the cloud. . . . Certainly in many ways the Internet remains, as one court put it, ‘an indisputably, public medium,’ but even that court qualified its statement with an acknowledgment that measures could be taken to protect information stored there. The evolving, anywhere-access function of the Internet makes the cloud a public medium into which private items are increasingly - and reasonably - placed, interacted with, and stored.”).
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139. 47 U.S.C. § 1002(b)(3) (2012) (specifying that “a telecommunications carrier shall not be responsible for decrypting, or ensuring the government’s ability to decrypt, any communication encrypted by a subscriber or customer, unless the encryption was provided by the carrier and the carrier possesses the information necessary to decrypt the communication”); Lillian R. BeVier, The Communications Assistance for Law Enforcement Act of 1994: A Surprising Sequel to the Break Up of AT&T, 51 STAN. L. REV. 1049, 1075, 1079 (1999).
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the FBI currently suggests amending CALEA to require compliance from Internet communication providers and exclude the encryption exception found in the 1994 version of the Act.\textsuperscript{143} Valerie Caproni, general counsel for the FBI, stated, “We’re not talking [about] expanding authority. We’re talking about preserving our ability to execute our existing authority in order to protect the public safety and national security.”\textsuperscript{144} Essentially, law enforcement would be “prevent[ing] the erosion of their investigative power,” which encryption currently challenges.\textsuperscript{145}

Although the FBI conceded on encryption when CALEA was originally passed in 1994, the FBI is now fighting to include an encryption provision that would again enable them to effectuate authorized wiretap orders.\textsuperscript{146} Those opposed to expanding CALEA maintain that mandatory encryption key access is not within CALEA’s reach\textsuperscript{147} because such an expansion of CALEA will “fundamentally chang[e] how the government regulates technology.”\textsuperscript{148} Opponents also argue that by requiring a back door to encryption, the FBI is arguing for weaker encryption when they should actually be helping Americans increase device security to prevent breaches.\textsuperscript{149}
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III. PROPOSAL

Although no simple comprehensive solution exists on which parties on either side of the issue will unanimously agree, neither side’s policies should go unchecked. As the debate currently stands, the FBI and NSA seem to be the only side receiving backlash, while technology firms have resisted compromise by deeming potential solutions counter-productive to their interests.150 Technology firms certainly have a strong position in defending secured communications,151 but their policies should not dominate, especially considering the potentially severe and adverse side effects for law enforcement and the public. Congress should therefore propose an amendment to CALEA that prevents technology companies from automating encryption on smartphones without the ability to decrypt the same data. More specifically, if a user opts into encryption, technology firms should be mandated to develop the requisite technology to decrypt text messages and emails upon receiving a valid warrant or court order.

A. Does Mandated Encryption Fit Within Katz?

A discussion of how courts may analyze mandated encryption under Katz is appropriate to determine whether an individual has an expectation of privacy for his encrypted smartphone data. As mentioned previously, to have a defensible expectation of privacy, an individual must have a subjective expectation of privacy that society is prepared to accept as reasonable.152 If either one or both of the elements required under Katz fail, law enforcement can conduct a search without a warrant based on probable cause.153

150. See Bennett, supra note 142. “Technologists have pushed back, arguing any such requirement would weaken encryption worldwide, lowering cybersecurity standards and leaving customers exposed to cyber spies and cyber criminals.” Id.
151. Id.
1. Under Apple’s New Encryption Systems, Do Smartphone Owners Have A Subjective Expectation of Privacy in their Electronic Communications?

Part one of Katz’s two-part test requires an individual to maintain an actual, subjective expectation of privacy. Arguably, under Apple’s encryption system on iOS 8 devices, courts may no longer recognize an individual’s subjective expectation of privacy in his communications or data on his smartphone if an individual is unaware Apple is encrypting his data. With Apple’s iOS 8 operating system, all communications are now automatically encrypted and inaccessible by Apple simply by using an iPhone with a passcode. In contrast, Apple’s previous operating systems required users who wanted secure, unbreachable encryption to download additional software or use a messaging application that utilized encryption, such as WhatsApp. If an iPhone user is unaware of the automated encryption software utilized when he establishes a passcode, his phones could be analogous to the locker in Chadwick, except one lock—the passcode—exists rather than two. If the user is aware of Apple’s additional security, the password and encryption would be more comparable to Chadwick’s double-lock, where respondents believed the locker’s contents would remain free from public examination.

If individuals want to keep their communications private by encrypting their data, then nothing should stop them from doing so, and courts should appropriately find that an individual has a legitimate subjective expectation of privacy. However, if a user lacks knowledge of Apple’s new encryption software that makes it

155. *Id.*
159. See *id*.
160. See *id*.
mathematically impossible for Apple to unlock an iPhone’s operating and encryption systems, then the court may potentially find the user did not subjectively believe that his information was encrypted and entirely inaccessible. Nonetheless, a court is exceedingly more likely to find any smartphone owner, especially one whose phone requires a passcode to access, maintains a subjective expectation of privacy in the phone’s contents.161

2. Is Society Prepared to Recognize a Privacy Expectation in Electronic Communications?

The second step taken from Katz requires that an expectation of privacy be recognized by society as reasonable.162 Most often, courts determine this analysis by weighing a citizen’s right to privacy and his need to feel secure against the legitimate needs of law enforcement.163 Thus, police activity may not constitute a “search” if it seems “to invade relatively less significant privacy interests” and promotes a legitimate governmental interest.164 The appropriate analysis applied to Apple’s new encryption system is whether the encrypted communications, specifically email and text, have the same privacy interest as other traditional communications, such as postcards and sealed letters, and whether society is ready to protect those privacy interests at the cost of less effective law enforcement investigations.165

When thinking about the purpose of text messages, the most common use seems to be for casual, yet sometimes personal, conversation. Although not a perfect comparison, text messages are most categorically similar to the informal use of a postcard, which

163. Pesciotta, supra note 125, at 200; see, e.g., Terry v. Ohio, 392 U.S. 1, 20–22 (1968).
are not granted a reasonable expectation of privacy. This categorization is drawn more distinctively when comparing texts to more formal mediums of communications such as emails. Unlike text messages, emails are the proper means to send more delicate matters, for instance, a business’s financial records or an individual’s medical records. Consequently, emails are comparable to sealed letters. For both postal mail and emails, the envelope information, such as the “to” and “from” address, is not protected while the communication’s contents are safeguarded. In further applying the analogy of sealed letters, once an individual opens an email, his expectation of privacy is similarly terminated. Therefore, an email is likely to have stronger privacy interests when compared to traditional forms of communication than a text message.

Additionally, court decisions discussing whether “reasonable expectations of privacy” exist have not always been congruent with society’s perceptions. Since encrypted text messaging imposes a significant setback for police investigations, the court should consider additional factors to determine whether such a privacy expectation is reasonable. For example, the FBI or NSA’s argument that encrypting text messages puts the public’s safety at

166. See McArthur, supra note 122, at 127.
167. Ray, supra note 165, at 202. But see McArthur, supra note 122, at 127 (analogizing e-mails to postcards, “where there are numerous opportunities for the message to be read by others on its way to its intended recipient”).
170. Slobogin & Schumacher, supra note 164, at 733–34 (stating that most people disagree with the ruling in United States v. Miller, 425 U.S. 435 (1976), that when one gives information to a bank, they assume the risk that the information will be turned over to the government).
171. Id. at 754. Slobogin and Schumacher described Professor LaFave’s argument: “[T]he Court probably does not really believe that a person feels free to leave when confronted by a uniformed police officer, but that its holdings to the contrary can still be justified on the ground that, as a matter of policy, the police “should be allowed ‘to seek cooperation, even where this may involve inconvenience or embarrassment for the citizen, and even though many citizens will defer to this authority of the police because they believe—in some vague way—that they should.’” Id. at 754 (quoting Wayne R. LaFave, Pinguitudinous Police, Pachydermatous Prey: Whence Fourth Amendment “Sizures”? 1991 U. ILL. L. REV. 729, 741 (quoting MODEL CODE OF PRE-ARRAIGNMENT PROCEDURE § 110.1, commentary at 258 (1975))).
risk could be a legitimate interest that the court would consider in determining whether encrypted texts maintain a reasonable expectation of privacy.172

Despite these arguments, with our nation currently in the “post-Snowden” era, it is unlikely that society would actually reject individuals having a reasonable expectation of privacy in any aspects of their phone, including text messages and emails.173 Even when an individual believes the main goal of the criminal justice system is to convict the guilty, individuals are not willing to give up their privacy rights to effectively prosecute the guilty.174 Consequently, a warrant would be required for law enforcement to access encrypted text messages and emails, which is the current operating procedure for law enforcement agencies.175

B. Amending CALEA

Regardless of law enforcement’s compliance with Katz, agencies lack the capability to access encrypted data on Apple’s new software.176 Currently, one of law enforcement’s only options to access encrypted communications on smartphones is to purchase expensive computers—with taxpayer money—that may successfully carry out a brute force attack.177 Therefore, a compromise should be negotiated between technology firms and law enforcement agencies to balance competing interests.

President Obama commented during a 2016 interview that he favored finding a solution supporting law enforcement.178 Yet, when
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draft legislation was released early that same year, the technology community fiercely opposed it because it would introduce vulnerabilities in encryption.179 With the CALEA framework already in existence, one possible solution is an amendment requiring carriers who offer encryption to also have the capability to decrypt requested data or specific communications, such as text messages, when served with a valid warrant or court order.

In 1994, during the CALEA committee hearings, Clinton Brooks, an assistant to the Director of the NSA, said the following words that still ring true today, “We conclude that it would be irresponsible for the government to promulgate excellent encryption for secure communications and privacy that would preclude law enforcement and national security authorities from protecting our Nation.”180 More recently, Sally Yates and James Comey stated that because of the advances in electronic communication “the Government has lost ground in its ability to execute court orders on communications not covered by CALEA … we must work … to craft an approach that addresses all of the multiple, competing legitimate concerns that have been the focus of so much debate.”181 As illustrated in the floor debate for CALEA in 1994, the competing concerns included privacy protection, law enforcement capabilities, and the telecommunication industry’s freedom to advance technologically.182 In the past, Congress stepped in on two occasions prior to CALEA being enacted to preserve an appropriate balance between privacy and law enforcement as telecommunications technology continued to

182. 140 CONG. REC. 27,707 (1994) (statement of Henry Hyde, member of the H. Subcomm. on Civil Liberties and Civil Rights); Id. at 27,709 (statement of Rep. Don Edwards, Chairman of the H. Subcomm. on Civil Liberties and Civil Rights).
advance. Currently, this same balance may need to be preserved by amending CALEA.

The current scope of CALEA ensures that “telecommunications carriers have no responsibility to decrypt encrypted communications that are the subject of court-ordered wiretaps, unless the carrier provided the encryption and can decrypt it.” Although encryption was deliberately excluded when CALEA was passed in 1994, the debate as to whether that provision should now be excluded gathers strength. A current example of a proposed CALEA amendment is a change that would require communications services that encrypt communications, such as text messages, to also have the technology to unscramble the message so that law enforcement can carry out their authorized wiretaps. This could also be facilitated by Apple creating a software that would allow the FBI to try an unlimited number of brute force attacks without delays between passcode attempts. Rather than pushing an improbable sweeping policy on encryption, a more focused proposal should be specific to companies who automate encryption for text messages on their system, such as Apple’s “Data Protection” which separately, yet automatically, encrypts messages, mail, and contacts.

Conversely, critics of expanding CALEA make a strong policy argument against requiring access to encrypted communications. Opponents contend that in order to adequately protect businesses from large data breaches, businesses should use stronger security measures like robust encryption rather than weakening encryption by requiring backdoors. It is critical to imagine, however, the unlikely scenario where a company sends large amounts of highly sensitive
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186. Martin, supra note 81, at 158–60.
189. Id. at 11.
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data over a text message.\textsuperscript{192} Thus, advocating for robust encryption for email and text messages seems inappropriate when the result would more readily affect victims of unsolved crimes rather than the security of large companies. The effect of Apple throwing away the key, whereas before Apple maintained a key,\textsuperscript{193} is even more objectionable since Apple already requires a search warrant based on probable cause before disclosing any customer’s information.\textsuperscript{194}

Importantly, just as CALEA did not expand law enforcement’s authority in 1994,\textsuperscript{195} neither would this proposed amendment seek to do so now.\textsuperscript{196} Law enforcement agencies would still be required to obtain a warrant before being granted authority to access an individual’s text messages or emails. It would simply extend CALEA’s reach to encompass a lower security level of communications so that law enforcement can continue conducting effective surveillance on criminals despite changing and emerging technologies.\textsuperscript{197} Additionally, amending CALEA to encompass encryption regulations would only give critics of CALEA more leverage to add other provisions to the amendment that would favor greater privacy protections.\textsuperscript{198} By enacting a CALEA amendment that seeks to protect the public’s safety by reinforcing law enforcement’s access to electronic communications conducted on smartphones, privacy advocates can continue to maintain and
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\textsuperscript{195} See Swire & Ahmad, \textit{supra} note 9, at 421.

\textsuperscript{196} Going Dark, \textit{supra} note 9, at 6–16.


\textsuperscript{198} See BeVier, \textit{supra} note 139, at 1091.
promote electronic security in more compelling and critical circumstances such as business transactions.

CONCLUSION

One of Congress’s greatest current challenges is “to balance the competing demands of law enforcement, privacy rights, and technological innovation.” Thus, as technology continues to develop, courts must use existing frameworks and Congress must adjust statutes to encompass emerging issues. With the recent government abuses and ever-present data breaches, technology firms have responded by mandating encryption on smartphones. Although the “post-Snowden” society may appreciate this response, law enforcement agencies are handcuffed from adequately protecting the public from both stateside and international threats. As a result of embracing such a strict stance in favor of privacy, society may be haunted by the negative consequences of protecting such a low security level of communication such as text messages from being accessed with a valid warrant or court order. Therefore, CALEA should be amended to require Internet service providers and telecommunication carriers who mandate encryption to also provide the means to decrypt certain data and communications when law enforcement has an authorized court order. Although the technology firms are strongly opposed to such legislation, Congress may have no choice but to weigh in on the matter by establishing a compromise through CALEA to balance competing interests between civil liberties, law enforcement needs, and public safety.

199. Martin, supra note 81, at 159.
200. See, e.g., Gude, supra note 156 (discussing Apple’s increased encryption in response to data breaches).